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Amendments Act of 2009 
 

 
No. Sponsor Description Results 
1 Mr. Lipinski 

(Manager’s 
Amendment) 

Makes clarifying and technical changes.
 
Amends Section 6 (“National Science 
Foundation Cybersecurity Research and 
Development Programs”) to add an 
authorization of appropriations for such 
sums as are necessary for the Computer and 
Network Security Research Centers program 
for Fiscal Year 2010 through Fiscal Year 
2014. 
 
Amends Section 7 (“Federal Cyber 
Scholarship for Service Program”) to add 
“accept the terms of a scholarships pursuant 
to this section” as a new eligibility 
requirement for a scholarship.   
 
Amends Section 7 (“Federal Cyber 
Scholarship for Service Program”) to add a 
new subsection entitled “Conditions of 
Support” which requires scholarship 
recipients to agree to provide the awardee 
institution with annual verifiable 
documentation of employment and up-to-
date contact information as a condition of 
acceptance of a scholarship; also adds 
language to the subsection entitled 
“Monitoring Compliance” to clarify that an 
institution of higher education receiving a 
grant must provide to the Director of the 
National Science Foundation post-award 
employment information for scholarship 
recipients, on an annual basis, through the 
completion of recipient’s service obligation.   
 
Amends Section 8 (“Cybersecurity Workforce 
Assessment”) to require that the report 
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include recommendations for Federal 
policies to ensure an adequate, well-trained 
Federal cybersecurity workforce.   

 

2 Ms. Johnson Amends Section 4 (“Cybersecurity Strategic 
Research and Development Plan”) to add 
“describe how the Program will engage 
females and individuals identified in section 33 
or 34 of the Science and Engineering Equal 
Opportunities Act to foster a more diverse 
workforce” as an item that must be included in 
the strategic plan. 
 
Amends Section 4 (“Cybersecurity Strategic 
Research and Development Plan”) to specify 
that academia that must be consulted in 
developing and updating the strategic plan 
includes “representatives of minority serving 
institutions”.   
 
Amends Section 7 (“Federal Cyber Scholarship 
for Service Program”) to specify that the 
institutional partnerships that may be 
supported through grants includes “minority 
serving institutions”. 
 
Amends Section 7 (“Federal Cyber Scholarship 
for Service Program”) to specify that 
consideration must be given to the “goal of 
promoting the participation of individuals 
identified in section 33 or 34 of the Science and 
Engineering Equal Opportunities Act” in 
selecting individuals to receive scholarships.   
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